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Configuring the connection of a computer with MS Windows XP operating system to eduroam
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1. In Control Panel select Network Connections and right-click Wireless Network Connection —
select View available wireless networks:
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2. Select Change advanced settings:
Wireless Network Connection |§|
Kotweorl Tadics Choose a wireless network
@ Refresh network list Click ani item in the list below ta connect to a wireless network in range o to get more
information,
1_mh‘], Set up a wireless netwark (( )) UE_Hotspot_SEC Yalidating identity i:?
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3. Inthe Preferred networks tab click Add:
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To connect to, disconnect from, or find out mare information
about wirelesz netwarks in range, click the button below,
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earn about zetting up wireless network
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I Ok I’ Cancel l

4. In Association tab fill marked fields as shown on the picture and then go to Authentication tab:

Wireless network properties

| Authentication Ennnectinn|

Metwork name [S5100): | edurocam | I

[ Carmect ever if this netwark, iz not broadcasting

Wirelezs netwiark key

Thiz netwark requirez a key for the following:

ebwark Authentication;

Data encryption: |,.-_\E5

The key iz provided for me automatically

[ This iz a computer-to-camputer [ad hoc) netwark; wireless
access points are not used

I Ok, l [ Cancel




5. Choose the right EAP protocol type (Protected EAP (PEAP)), deselect Authenticate as computer
when computer information is available and click Properties:

Eap typel | Protected EAP [PEAP) v I

I [] Authenticate as computer when computer information is available

[] Authenticate as guest when user or computer information iz
unavailable

I [1]:8 H Cancel l

6. Deselect Validate server certificate, then check authentication method and click Configure — in
the next window deselect the shown option. Next click OK four times, closing all open windows:
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7. While connecting to the network in the right-hand bottom corner of the screen you will see a
balloon showing Click here to select a certificate or other credentials for connection to the
network eduroam — click this balloon and go to authorization window:
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8. Enteryour NIU, type in your ‘user ID’ followed by ‘@’ and full domain name

Enter Credentials |E

Lser namme: | <here enker your NIU=@ue.poznan. pl |

Password: | I TIITTITTI LY |

Logon dormain: | |

Save thls user name and password For FutUre use

L Ok J [ Cancel J

Configuration needs to be done only once — you do not need to enter NIU and password when you
connect to the network again (the connection should be set up automatically).



In accordance with PUE procedures all our employees and students (as well as doctoral and Erasmus

students) have access to e-deanery / e-HR system https://e-dziekanat.ue.poznan.pl. Authentication credentials

to these system consist of NIU (user identification number) and password. These credentials are also used for

WiFi network authentication (logging).

Students and employees who log into e-deanery / e-HR using their Polish Resident Identification

Number (PESEL), may check their NIU / UIN on e-deanery / e-HR screen in user information panel.

Students and employees not knowing their NIU / UIN may use a search engine on

http://sso.ue.poznan.pl/Niu.php (for PUE employees) or http://sso.ue.poznan.pl/StudentNiu.php (for PUE

students), entering their name.

Password recovery procedure is available on the webpage

https://e-dziekanat.ue.poznan.pl/register pracownik.php (for PUE employees) or

https://e-dziekanat.ue.poznan.pl/register.php (for PUE students).

Caution!
If you read this document, you are not logged in — in this case hyperlinks to webpages do not work. It is suggested that you save this

document for later use.



